UFW:

sudo apt install ufw

man ufw : for the manual of ufw

sudo ufw status

sudo ufw disable

sudo ufw reset : if we want to reset all the rules that our firewall has

sudo systemctl stop ufw : if we want to stop our firewall for benn running

NOW WE WILL SET THE POLICIES RECCOMENDED FOR EVERY FRESH FIREWALL CONFIGURATION

sudo ufw default deny incoming

sudo ufw default allow outgoing

sudo ufw allow ssh

sudo ufw allow http

sudo ufw allow https

sudo ufw ftp : if we have an ftp server

sudo ufw allow from 192.168.10.100 : if we want to allow a connection from this specific ip

sudo ufw allow from 192.168.10.200 to any port 22 : if we want to set a connection to a particular port (22) from this specific ip address.

sudo systemctl start ufw : if we want our firewall to start running

sudo ufw deny ssh : if we want to deny ssh port and connection

sudo ufw status numbered : to see the status and rules with numbers that our firewall has.

sudo ufw delete 5 : if we want to delete the rule that has the number 5